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July 25, 2014 

 
VIA E-FILING 
Dr. Burl W. Haar 
Executive Secretary 
Minnesota Public Utilities Commission 
121 7th Place East, Suite 350 
St. Paul, MN 55101-2147 
 
 

 
Re:  In the Matter of a Commission Inquiry  
 Into Privacy Policies of Rate-Regulated 
 Energy Utilities. Docket No. CI-12-1344 

 
 
Dear Dr. Haar: 
 
 On Monday, July 14, 2014, CenterPoint Energy filed a Petition for Rehearing and 
Reconsideration (“Petition”) of the Minnesota Public Utilities Commission’s June 24, 2014 
Order Requiring Utilities to Adopt and Document Processes Regarding Personally Identifiable 
Information and Other Action in the above-referenced docket.  Minnesota Power respectfully 
submits these Reply Comments in response to the Petition.  
 

 
Please contact me at the number provided above with any questions or concerns.  

 
 

 
Yours truly, 

                                                                                
 
       Lori Hoyum   
Attachment 
cc: Service List 
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STATE OF MINNESOTA  

BEFORE THE 

MINNESOTA PUBLIC UTILITIES COMMISSION 

 

In the Matter of a Commission Inquiry                                         Docket No. E,G-999/CI-12-1344 
Into Privacy Policies of Rate-Regulated  
Energy Utilities                                                                              MINNESOTA POWER’S 
                                                                                                        REPLY COMMENTS 
 

 

On Monday, July 14, 2014, CenterPoint Energy filed a Petition for Rehearing and 

Reconsideration (“Petition”) of the Minnesota Public Utilities Commission’s (“Commission”) 

June 24, 2014 Order Requiring Utilities to Adopt and Document Processes Regarding Personally 

Identifiable Information and Other Action (“Order”) in the above-referenced docket.  Minnesota 

Power (or the “Company”) respectfully submits its Comments in response to the Petition. 

 As enumerated by CenterPoint Energy in its Petition, there is currently a definition in 

Minnesota State Statute1 for personal information for businesses that own or license data in 

Minnesota. The statute defines personal information as follows:  

"personal information" means an individual's first name or first initial and last 
name in combination with any one or more of the following data elements, when 
the data element is not secured by encryption or another method of technology 
that makes electronic data unreadable or unusable, or was secured and the 
encryption key, password, or other means necessary for reading or using the data 
was also acquired:  

(1) Social Security number; 

(2) driver's license number or Minnesota identification card number; or(3) 
account number or credit or debit card number, in combination with any required 
security code, access code, or password that would permit access to an 
individual's financial account. 

(f) For purposes of this section and section 13.055, subdivision 6, "personal 
information" does not include publicly available information that is lawfully made 
available to the general public from federal, state, or local government records. 

 

                                                 

1 Minn. Stat. § 325E.61, subd. 1(b). 
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Minn. Stat. § 325E.61 also provides for remedies and enforcement of unauthorized releases of 

personal data. The statute states that any business “shall disclose any breach of the security of the 

system following discovery or notification of the breach in the security of the data to any resident 

of this state whose unencrypted personal information was, or is reasonably believed to have 

been, acquired by an unauthorized person.” It also goes on to enumerate what a “notice” shall 

consist of and the appropriate timeframe in which to give customers notice of a data breach. 

Minnesota Power questions the need for the Commission to set forth superfluous and differing 

regulation in the way of customer data security.  

 The Commission decided upon an altered definition for what it coins “Personally 

Identifiable Information” (“PII”) as enumerated in the Order.  The new definition for personal 

information (or PII) enforced by Commission action reads as follows: 

Personally Identifiable Information (PII) shall be defined as “customer PII data 
which can be used to distinguish or trace the identity of an individual (e.g., name, 
social security number, biometric records, etc.) alone, or when combined with 
other personal or identifying information which is linked or linkable to a specific 
individual (e.g., date and place of birth, mother’s maiden name, etc.).”   

 

Minnesota Power has stated in previous Comments2 and continues to support the notion that 

Minn. Stat. § 325E.61 is the appropriate guideline for which to define PII. Minnesota Power 

agrees that the redefining of “personal information” in conjunction with the requirements of the 

Order improperly circumvents the Administrative Procedure Act (“APA”) rulemaking 

procedures.  

 Minnesota Power is concerned about the privacy of its customer’s information. The 

Company does not object to the adoption of reasonable processes and procedures to ensure the 

safety of information collected from its customers. However, the redefining of a term already 

presented in State statute and the adoption of requirements that are redundant, unclear, and that 

after initial consideration appear very difficult to enforce, does not seem to follow principles 

built into Minnesota’s rulemaking procedures.    

 

 

                                                 
2 Minnesota Power’s August 30, 2013 Reply Comments in Docket. No. 12-1344 
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Dated: July 25, 2014       Respectfully submitted,    

         

        Lori Hoyum 
Policy Manager 
Minnesota Power 
30 West Superior Street 
Duluth, MN 55802 
(218) 355-3601 
lhoyum@mnpower.com 

 

 

 

 

 

   

 

 








